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U.S. Army Corps of Engineers
 AUTOMATED INFORMATION SYSTEM SURVEY 
For use of this form, see attached Instructions; the proponent agency is CECI-PID-IS.          
 Requirement Control Symbol  EXEMPT  (Authority: AR 335-15, paragraph 5-2a)
 INSTRUCTIONS 
See page 5 for more detailed instructions. 
Contact your Records Administrator (RA) or Records Manager (RM) for assistance in completing this form.          
 SECTION I: PROGRAM MANAGER'S/SYSTEM PERSONNEL'S CONTACT INFORMATION
 SECTION II: SYSTEM IDENTIFICATION
This form will be forwarded to the Records Management Declassification Agency (RMDA) for processing. The Records Management Division will update the Army Portfolio Management System item as infrastructure or architectural (i.e., non-recordkeeping system).
 4. Does The System Contain Records (Records are identified as "all books, papers, maps, photographs, machine readable materials or other
     documentary material made or received by an agency, in connection with the transaction of public business and preserved or appropriate for
     preservation by the agency as evidence of the organization, functions, policies, decisions, procedures, operations, or other activities of the
     Government, or because of the informational value of the data in them) (44 USC Chapter 33, Federal Records Act)?          
b.
 SECTION III: MASTER DATABASE FILE
3.  Records Information (contact your Records Manager, if necessary)
YES
NO
a. Are online retention requirements (per the Army Records Information Management System (ARIMS)) directly mapped onto    
    records or data set?
b. Are requirements for retention and disposition of records integrated in the system design and operations (for example, with
    updated procedures, regular backup operations, creation of history files, subset files, and public use data sets?
c. How is the information being preserved for the length of time it must be retained per ARIMS? 
YES
NO
d. Are records centrally stored and managed?
e. Identify location(s) where the records are stored and managed.
 
YES
NO
f. Does the system contain personally identifiable information (PII).  (PII is any singular item or collection of information about an
   individual maintained by an agency, including, but not limited to education, financial transactions, medical history, criminal or
   employment history, and any information which can be used to distinguish or trace an individual's identity, such as their name,
   social security number, date of birth, place of birth, mother's maiden name, biometric records, user names for system access,
   etc., including any other personal information which is linked or linkable to an individual).  If NO, skip to .  If YES, complete 
g. Please list all items of PII in the system.
YES
NO
h. Do any items of PII pertain to members of the public?
i.  Identify any items of PII that are not absolutely critical and essential in order to conduct official Army business practices and
    which can be eliminated from the system and no longer collected (if any).
YES
NO
j.  Are all items of PII maintained in the system (with the exception of any identified for elimination above) absolutely necessary
    in order to conduct official Army business practices?
(1). If YES, identify the applicable System of Records Notice(s) that applies by reviewing the Army and DoD notices at
                                    
                                                                                            or the government-wide notices are
YES
NO
(2). If none appears to apply to the definition and purpose of this system, please indicate.
 
YES
NO
k. Has a Privacy Impact Assessment (PIA) been developed for this system (all systems that contain PII must undergo a PIA).
l.  If YES, indicate the status of the PIA:
 
m. Are there any other usage restrictions associated with the information in this system (for example, security restrictions)?
n. If there are other usage restrictions, please describe them.
YES
NO
o. Is the information contained in the system part of the agency's vital records program?
YES
NO
q. Are any temporary records authorized to be destroyed locally?
r. If temporary records are authorized to be destroyed locally, does the manner of destruction ensure the protection of any    sensitive, proprietary, or national security information?
t. Documentation examples:            System Architecture                           Indexing criteria (for retrieval)                           Field definitions
                                               Record layouts                                    Data element definitions 
                                               Code books that identify and interpret all codes used to record data
                                                      Records management portion of the Integrated Logistic Support Plan (ILSP)
4. Where Is This System Used?
5. Where Are The System Outputs?
6. Frequency of Preparation.
9. What Is The Source Of System Input?
         a. Where does the data originate? (Include all records in all media             
b. How is the data entered into the system? 
     formats from which the system receives data) 
Keyed In
Migrated
Scanned
11. Is The System Linked To Other Systems?
12. What Kind Of Documentation Is Available?
13. Are There Any Restrictions On The Data?
14. Has this system been in steady-state operation or mixed life-cycle stage as of 17 December 2005 (OMB Circular A-11, Section 53, defines both
      steady-state operation and mixed life-cycle states)?
15. Based on guidance in DoD Instruction 5000.2, this system has been determined to be (select one)
16. Return Survey: Return this survey to:  Army Corps of Engineers Enterprise Information Technology 
                                      ATTN: Chief, Records Management Branch/CEIT-OPI 
 
The Chief, Records Management Branch, will consolidate submittals and send them to the Chief, Information Services Records Management Program, CECI-PID-IS, who will: 
 
     a. Save and upload each submittal to the Army Portfolio Management System record using the "7. Document Upload/Historical Comments" form
         and 
     b. Email the completed survey to the RMDA at usarmy.belvoir.hqda-rmda.mbx.rmda-certification@mail.mil. 
INSTRUCTIONS 
COMPLETING ENG FORM 6088 (AUTOMATED INFORMATION SYSTEM (AIS) SURVEY) 
SECTION III - RECORDS MANAGEMENT CERTIFICATION SUBMISSION INSTRUCTIONS 
SECTION II  - CERTIFICATION PROCESS 
SECTION I  - AIS SURVEY 
Army must identify and schedule electronic records and transfer to the National Archives and Records Administration (NARA) those that have permanent retention (36 CFR 1225.10). Listed below are the questions and details about the type of information requested. These questions are being asked to assist the Records Management Division (RMD) in collecting information about your automated information systems (AIS) in order to determine whether the system requires a disposition authority. Complete Sections I and II for each AIS. If you answer yes in Section II, you must complete Section III. RMD will complete the certification fields in the Army Portfolio Management System (APMS) and obtain a records disposition authority for the system. 	
RMD needs additional information from the system owner/administrator in order to complete the certification data fields in APMS. RMD will collect this information through the use of the attached AIS survey. The survey seeks to identify those systems that contain records and those that are infrastructure or architectural (i.e., non-recordkeeping system). The system owner/administrator should complete Sections I and II of the AIS survey for each system. 
YES                           
 
• System requires records disposition authority.
• Scheduling process begins - 
• System owner/proponent agency completes survey/obtains legal review/submits to RMD. 
• RMD reviews survey for completeness, survey is accepted as complete, certification goes
  green in APMS. If incomplete, system remains red and survey is returned for additional
  information. 
• RMD prepares disposition authority. 
• System owner/proponent agency reviews/agrees on record description and retention period. 
• RMD submits to NARA for appraisal. 
• Updates APMS as "submitted to NARA". 
• Completed Certification. 
• Request approved by NARA. 
• RMD updates APMS adding authority number. 
• Record certification complete.
NO                           
 
• System does not require a disposition
  authority. 
• No further system owner action required. 
• RMD updates APMS as infrastructure. 
• APMS certification goes green. 
  
 
 
Federal records. The Federal Records Act (44 U.S.C. chapter 33) requires that agencies identify and obtain disposition schedules for its records. A federal record is documentation that information is: 
 
1. Created or received in any medium by an agency of the U.S. Government as directed by law or in the transaction of business. 
2. Preserved, or appropriate for preservation, because it provides evidence of an Agency's organization, functions, decisions, procedures and
    transactions. 
 
Records are identified as "all books, papers, maps, photographs, machine-readable materials, or other documentary material. Electronic records are included. 
 
Scheduled records. A record disposition schedule reflects what the records are, how the system is used, and what should happen when the records are no longer needed for current government business (whether they can be destroyed or if they should be retired). AIS that contain records must be managed as directed by a NARA record schedule (36 CFR 1220.34(g). This process ensures that no Army records are destroyed prematurely and that they are available to protect the rights and interests of individuals and the U.S. Army for as long as needed. Department of the Army Pamphlet 25-403, Guide to Recordkeeping in the Army, mandates a legal review to be conducted by the proponent and provided to RMD along with the survey.          
 
APMS compliance. APMS tracks IT investments and collects data needed to comply with Federal reporting requirements. APMS data is used for many purposes, including preparing the annual Office of Management and Budget (OMB) submissions. OMB requires that information systems meet certain Federal Records Act criteria, including management and disposition of records (44 U.S.C. 3506(b)(4)). APMS contains data fields the CIO developed to monitor agency compliance with OMB requirements. RMD will complete these fields and certify AIS systems meet records management requirements. 
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